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Politica de privacidad

Definiciones generales

1.

Datos personales significa cualquier informacién relacionada con una persona fisica identificada o
identificable (Titular de los datos), tal como se especifica en el Articulo 4(1) del RGPD.

RGPD - Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo de 27 de abril de 2016
relativo a la proteccién de las personas fisicas en lo que respecta al tratamiento de datos personales y a
la libre circulacién de estos datos, y por el que se deroga la Directiva 95/46/CE.

Tratamiento de datos significa cualquier operacién o conjunto de operaciones que se realiza sobre datos
personales o conjuntos de datos personales, tal como se especifica en el Articulo 4(2) del RGPD.
Encargado del tratamiento significa una persona fisica o juridica que procesa datos personales en
nombre del Responsable del tratamiento, tal como se especifica en el Articulo 4(8) del RGPD.
Responsable del tratamiento, la entidad que determina los fines y medios del tratamiento de datos
personales, es Paysera LT, UAB, que gestiona el servicio de iniciacién de pagos e informacién de
cuentas, la plataforma de préstamos entre particulares (P2P), la identificacién electrénica cualificada y
otros servicios. De acuerdo con el Acuerdo de corresponsabilidad N.2 2018019 de 19/09/2018, su
Responsable del tratamiento de datos personales es la red Paysera (en adelante denominada Paysera,
Operador, Responsable del tratamiento o Compafifa). Los datos de contacto de Paysera se publican en
el sitio web de Paysera. Los datos de contacto del Delegado de Proteccién de Datos designado por
Paysera son: dpo@paysera.com.

Corresponsabilidad del tratamiento de datos - Paysera LT, UAB, junto con otras empresas de la
red y el coordinador Paysera Tech (Islas Caimén), actlian como Corresponsables de acuerdo con el
Anexo N.2 16 "Acuerdo de Gobernanza de Datos de la Red" del Acuerdo de Accién Conjunta. Este
acuerdo regula la asignacién de responsabilidades y garantiza la proteccién de datos dentro de la red.
Los datos personales se procesan conjuntamente Unicamente para garantizar la seguridad de lared y la
integridad operativa, especificamente: para la prevencién del blanqueo de capitales y la financiacion del
terrorismo; para la deteccién de fraudes; para la gestién de incidentes de seguridad; y para garantizar
un soporte al cliente ininterrumpido cuando los servicios son proporcionados por otro socio de la red.
Titular de los datos o Cliente - una persona fisica que tiene la intencién de entablar, o ha entablado,
una relacién comercial con el Responsable del tratamiento (por ejemplo, creacién de perfil, apertura de
una cuenta de pago, obtencién de un medio de identificacién electrénica cualificada, presentacién de
una solicitud de crédito al consumo, actuacién como prestamista o financiador de crédito al consumo,
celebracién de un acuerdo de prestacién de servicios con la Compafiia, etc.), o cuya relacién comercial
ha finalizado pero cuyos datos alin son procesados por el Responsable del tratamiento de acuerdo con
las disposiciones legales.

Plataforma - una solucién de software alojada en los sitios web pertenecientes a la Compaiiia,
desarrollada por la Compafiia y utilizada para proporcionar los servicios de la Compafia.



https://www.paysera.lt/v2/es-LT/legal/joint-controller-agreement-2020
mailto:dpo@paysera.com
https://www.paysera.bg/v2/es-BG/index

Disposiciones generales

0.

10.

11.

12.

13.

14.

Fines

15.

Los datos personales recopilados por Paysera se procesan de acuerdo con la Ley de Proteccién Legal de
Datos Personales de la Republica de Lituania, el RGPD y otros actos legales. Todas las personas,
representantes y empleados de representantes que actdan en nombre de Paysera y que tienen la
capacidad de acceder a sistemas con datos de Clientes, acceden a ellos exclusivamente para el
desempefio de sus funciones laborales, teniendo una base legitima para dicho acceso, y deben
mantener la confidencialidad de los datos personales conocidos durante el trabajo incluso después de la
terminacién de las relaciones laborales o contractuales.

La Compainiia, de acuerdo con los requisitos legales aplicables, garantizard la confidencialidad de los
datos personales y la implementaciéon de medidas técnicas y organizativas adecuadas para proteger los
datos personales contra el acceso no autorizado, divulgacién, pérdida accidental, alteracién,
destruccién u otro tratamiento ilicito.

Esta Politica de Privacidad establece las reglas béasicas para la recopilacién, almacenamiento,
tratamiento y conservacion de sus datos personales, otra informacion relacionada con usted, el alcance,
propésito, fuentes, destinatarios y otros aspectos importantes del tratamiento de sus datos personales
cuando usted utiliza Paysera como proveedor de servicios de pago. En esta Politica de Privacidad, los
términos utilizados en singular también incluyen el plural, y los términos utilizados en plural también
incluyen el singular, a menos que el contexto indique claramente lo contrario.

Al acceder al sitio web de Paysera y/o utilizar la aplicacién, y/o la informacién contenida en ellos, y/o los
servicios, usted reconoce y confirma que ha leido, comprendido y acepta esta Politica de Privacidad.
Ademas, después de registrarse en el sistema y comenzar a utilizar los servicios de Paysera, esta
Politica de Privacidad se convierte en un Suplemento del Acuerdo General de Servicios de Pago.

Paysera se reserva el derecho, a su exclusiva discrecién, de modificar esta Politica de Privacidad en
cualguier momento publicando una versién actualizada de la Politica de Privacidad en el sitio web vy, si
los cambios son sustanciales, notificando a los usuarios registrados por correo electrénico o notificaciéon
en la aplicacién. Una versién enmendada o actualizada de esta Politica de Privacidad entrara en vigor
tras su publicacién en el sitio web.

Si el usuario de los servicios es un cliente empresarial, esta Politica de Privacidad se aplica a los clientes
individuales cuyos datos son transmitidos a Paysera por el cliente empresarial. El usuario debera
informar a los Titulares de los datos (gerentes, destinatarios, agentes, etc.) de la transferencia de sus
datos a Paysera de acuerdo con el Articulo 14 del RGPD.

del tratamiento de datos, proveedores, plazos, destinatarios

El propdsito principal por el cual Paysera recopila sus datos personales es proporcionar los servicios de
pago de Paysera a clientes que envian y reciben pagos. Como proveedor de servicios de pago,
identificacién electrénica cualificada, préstamos entre particulares (P2P), terminales de autoservicio y
servicios de TPV (POS), Paysera estd obligada por ley a establecer y verificar su identidad antes de
realizar transacciones de servicios financieros con usted, asi como, en el momento de la prestacién de
los servicios, a solicitar informacién adicional, evaluar y almacenar esta informacién durante el periodo
de conservacién establecido por la legislacién. Teniendo esto en cuenta, debe proporcionar informacién
correcta y completa.

PROPOSITO: Identificacién del cliente, prestacion de servicios de pago (apertura de cuenta,
transferencias de fondos, procesamiento de pagos y otros), cajeros automaticos (ATM), terminales
de autoservicio, servicios de identificaciéon electrénica cualificada, prevencion del blanqueo de



capitales y financiacidén del terrorismo, presentacién de informes a las autoridades estatales,
implementacion de otras obligaciones legales del proveedor de servicios de pago.

16. Los datos personales se procesan para este fin en cumplimiento con los requisitos legales relacionados
con: establecimiento y verificacién de la identidad del cliente; celebracién y ejecucién de acuerdos con
el Cliente o para tomar medidas a peticién del cliente; ejecucién de transferencias de fondos y
transmisién de la informacién necesaria junto con una transferencia de acuerdo con la legislacién;
implementacién de los requisitos de "Conozca a su Cliente" (KYC); monitoreo continuo y periddico de la
actividad del cliente; evaluacién de riesgos; actualizacién de los datos del Cliente para garantizar su
exactitud; prevencién de posible blanqueo de capitales y financiacién del terrorismo, prevencién de
fraudes, deteccidn, investigacion e informacién de dicha actividad, determinacién de personas
politicamente expuestas o sanciones financieras impuestas al cliente; garantia de una adecuada gestién
de riesgos y organizacion.

17. Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, género, nimero de
identificacién nacional, fecha de nacimiento, una foto del rostro, grabacién de transmisién de video
directa (transmisién de video en directo), nacionalidad, pais de nacimiento, pais de residencia, datos de
un documento de identidad (incluyendo, entre otros, una copia del documento), direccién, direccién de
correo electrénico, nimero de teléfono, nimero de cuenta de pago actual, direccién IP, actividad
profesional o laboral actual, funcién publica actual, datos sobre la participacién del cliente en
actividades politicas, inclusién en listas de sanciones, otros datos requeridos por las leyes aplicables de
prevencién del blanqueo de capitales y financiacién del terrorismo, asi como datos de ubicacién del
Cliente, servicio planificado, propdsito de uso de la cuenta (personal/empresarial), monto de inversién
planificado, ingresos recibidos, fuente principal de fondos, origen de los fondos, beneficiario final,
informacién sobre el beneficiario final: nombre, apellido, nacionalidad, nimero de identificacién
personal (nimero de ID nacional), fecha de nacimiento, direccién, base de la autorizacién, participacién
politica, otros datos especificados en el cuestionario "Conozca a su Cliente" (KYC) del cliente,
correspondencia de la relacién comercial con el cliente, documentos y datos que confirmen la operacién
monetaria o transaccién, u otros documentos y datos legalmente validos relacionados con la ejecucién
de operaciones monetarias o transacciones, pais de residencia fiscal, conexién con el EEE/UE, niUmero
de identificacion fiscal, dispositivos utilizados, datos relacionados con el dispositivo mévil del usuario,
modelo, sistema operativo, si el dispositivo estd rooteado, si el dispositivo es un emulador, direccién IP,
SSID de Wi-Fi, MAC de Wi-Fi, idioma del sistema del dispositivo, pais de emisién de la tarjeta SIM,
operador de la tarjeta SIM, ID pseudo-Unico del dispositivo, ID de Android, GSFID de Android, huella
digital de Android, versién de vista web, versién de la aplicacién Paysera, historial de transacciones
monetarias.

18. Estos datos personales se recopilan y procesan en el desempefio de las funciones de autoridad publica
asignadas al Responsable del tratamiento, y sobre la base de una obligacién legal impuesta al
proveedor de servicios de pago, es decir, la Ley de Pagos, la Ley de Dinero Electrénico e Instituciones de
Dinero Electrénico, leyes sobre la prevencién del blanqueo de capitales y financiacién del terrorismo, y
otros actos legales aplicables, y se requieren para abrir una cuenta y/o proporcionar un servicio de
pago.

19. Periodo de conservacién de datos: 10 (diez) afios después de la terminacién de la relacién comercial con
el cliente. Estos datos personales deben conservarse durante 8 (ocho) afios segun la Ley de Prevencién
del Blanqueo de Capitales y Financiacién del Terrorismo. Estos datos se conservan por otros 2 (dos) afios
sobre la base de los intereses legales de Paysera de acuerdo con el periodo de prescripcién ordinario de
la demanda.

20. Proveedores y fuentes de datos:

20.1. El titular de los datos directamente;

20.2. Terceros:

20.2.1. Instituciones de crédito y otras instituciones financieras y sus sucursales;



21.

22.

20.2.2. Registros estatales y no estatales;

20.2.3. Bases de datos para verificar los datos de documentos de identidad (bases de datos de
documentos caducados y otras bases de datos internacionales);

20.2.4. Registros de verificacién de autoridad (registros de poderes notariales y otras bases de datos);
20.2.5. El Registro de Personas Incapacitadas y Discapacitadas;
20.2.6. El Registro de Poblacién, otras bases de datos;

20.2.7. Empresas que procesan archivos consolidados de deudores (por ejemplo, en Lituania, UAB
"Creditinfo Lithuania", UAB "Scorify", u otras);

20.2.8. Empresas que mantienen registros de sanciones internacionales;
20.2.9. Agencias de cumplimiento de la ley;
20.2.10. Alguaciles/Agentes judiciales;

20.2.11. Personas juridicas (siempre que usted sea un representante, empleado, fundador, accionista,
participante, contratista o el beneficiario real de estas personas juridicas);

20.2.12. Socios u otras personas juridicas que nos contratan o son contratadas por nosotros en la
prestacién de servicios;

20.2.13. Redes sociales donde tiene un perfil vinculado a nuestro sistema;
20.2.14. Otras personas.

Para cumplir de manera mas efectiva con nuestras obligaciones legales - por ejemplo, para identificar
transacciones financieras potencialmente sospechosas con el fin de prevenir el blanqueo de capitales o
para verificar la autenticidad de los documentos de identidad - podemos utilizar soluciones de
inteligencia artificial (IA) (las herramientas pueden entrenarse utilizando datos existentes o los datos
pueden ser analizados por las herramientas). Estas herramientas ayudan a procesar grandes volimenes
de datos e identificar discrepancias; sin embargo, cualquier decisién final que pueda tener
consecuencias significativas para usted siempre es revisada y aprobada por nuestros empleados.
Grupos de destinatarios de datos: autoridades supervisoras, instituciones de crédito, financieras, de
pago y/o de dinero electrénico, instituciones de investigacién previa al juicio, agencias tributarias
estatales, representantes de servicios de pago o socios de Paysera (si la transaccién se realiza
utilizando sus servicios), destinatarios de fondos de transacciones que reciben la informacién en los
estados de cuenta junto con los fondos de la transaccién, los proveedores de servicios de pago y
corresponsales del destinatario, participantes y/o partes relacionadas con sistemas de pago nacionales,
europeos e internacionales, agencias de cobro y recuperacién de deudas, empresas que procesan
archivos consolidados de deudores, abogados, alguaciles, auditores, otras entidades que tengan un
interés legitimo, otras personas bajo un acuerdo con Paysera o sobre otras bases legales.

PROPOSITO: Gestién de disputas y deudas.

23.

24.

Los datos personales bajo este propdsito se procesan para resolver disputas, gestionar y cobrar deudas,
presentar reclamaciones, demandas, juicios, etc.

Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, nimero de
identificaciéon nacional, direccién, fecha de nacimiento, datos de un documento de identidad, direccién
de correo electrénico, nimero de teléfono, nimero de cuenta actual, direccién IP, estados de cuenta
actuales, grabaciones de video y audio, y todos los demas datos relacionados con las circunstancias en



25.

26.

27.

28.

las que surgié la disputa o deuda.

Periodo de conservacién de datos: la fecha de vencimiento de la deuda es de 10 (diez afios) desde el
dia en que se conocié la deuda (si la deuda consta de varios elementos - desde la fecha en que se
conocié el dltimo elemento), y después de la apertura de procedimientos legales - 10 (diez afios), pero
no menos que hasta el cumplimiento completo de las obligaciones de las partes entre si. El periodo de
conservaciéon de datos se basa en los plazos de prescripcién para los procedimientos establecidos por el
Cddigo Civil de la Republica de Lituania.

Proveedores de datos: el Titular de los datos directamente, instituciones de crédito, financieras, de pago
y/o de dinero electrénico, registros estatales y no estatales, empresas que procesan archivos
consolidados de deudores (por ejemplo, en Lituania, UAB "Creditinfo Lithuania" u otras), proveedores de
servicios de comunicaciones electrénicas, otras personas.

Grupos de destinatarios de datos: empresas que procesan archivos consolidados de deudores,
instituciones de crédito, financieras, de pago y/o de dinero electrénico, abogados, alguaciles, tribunales,
instituciones de investigacién previa al juicio, agencias tributarias estatales, agencias de cobro y
recuperacién de deudas, y otras entidades que tengan un interés legitimo.

Tenga en cuenta que si tiene una deuda con Paysera y estd posponiendo el cumplimiento de sus
obligaciones por més de 30 (treinta) dias, Paysera tiene el derecho de proporcionar la informacién sobre
su identidad, datos de contacto e historial crediticio, es decir, obligaciones financieras y patrimoniales e
informacién sobre su ejecucién, y deudas y su pago a empresas que gestionan bases de datos de
deudores (como la institucién de crédito UAB "Creditinfo Lithuania" en Lituania*), asi como a empresas
de cobro de deudas. Puede acceder a su historial crediticio contactando directamente con la oficina de
crédito.

PROPOSITO: Proporcionar a los clientes empresariales que utilizan el servicio Paysera TPV (POS) la
capacidad técnica para gestionar los datos de sus clientes y compras, garantizando la
funcionalidad del procesamiento de pagos, facturacién y otros procesos relacionados con el
servicio Paysera TPV, mientras se cumple plenamente con el RGPD y todos los demas requisitos
legales aplicables.

29.

30.

Para este fin, se recopilan y procesan los siguientes datos: datos del Cliente de Paysera TPV y las
personas fisicas que los representan (nombre, apellido, relacién con el Cliente de Paysera TPV
(puesto/rol, etc.), nimero de identificacién personal/contribuyente, datos de contacto como direccién,
ndimero de teléfono y direccién de correo electrénico), informacioén de la transaccién de pago (tipo de
tarjeta, Ultimos cuatro digitos del nUmero de tarjeta, nUmero de transaccién), asi como datos de compra
(articulos del pedido, cantidad, precio, descuentos, fecha de compra, nimero de pedido y datos
fiscales). Periodo de conservacién de datos: 10 (diez) afios después de la terminacién de la relacién
comercial con el cliente. Estos datos personales deben conservarse durante 8 (ocho) afios segun la Ley
de Prevencién del Blanqueo de Capitales y Financiacién del Terrorismo. Estos datos se conservan por
otros 2 (dos) afios sobre la base de los intereses legales de Paysera de acuerdo con el periodo de
prescripcién ordinario de la demanda.

Con respecto a los datos cargados en el sistema por el cliente de Paysera TPV, Paysera actla
como el Encargado del tratamiento, mientras que el Cliente de Paysera TPV es el Responsable del
tratamiento. El Cliente de Paysera TPV confirma y se compromete a procesar estos datos de acuerdo
con los requisitos del Articulo 6 del RGPD. El periodo de conservacién para estos datos esta
determinado por los documentos operativos internos del Responsable del tratamiento (el cliente de
Paysera TPV), teniendo en cuenta los requisitos legales para conservar documentos contables y otros
plazos aplicables. Paysera, al proporcionar la infraestructura técnica, conserva copias de seguridad solo
el tiempo necesario para garantizar el funcionamiento del servicio o segun lo requiera la ley. Tras la
terminacién del acuerdo con el cliente de Paysera TPV, Paysera tiene el derecho de eliminar todos los
datos personales almacenados en la cuenta de Paysera TPV del cliente después de 90 (noventa) dias, a
menos que la legislacién requiera que se conserven por un periodo mas largo. Este periodo esta



31.

32.

destinado a garantizar la transferencia fluida de datos o liquidaciones finales. Los datos en las copias de
seguridad del sistema Paysera TPV pueden conservarse por un periodo més largo; sin embargo, estan
aislados y no se procesan dentro de sistemas activos, hasta que se eliminen finalmente de acuerdo con
el ciclo de rotacién de copias de seguridad establecido.

Fuentes de datos (de dénde obtenemos los datos): La fuente principal es el Cliente, quien ingresa
informacién sobre si mismo, sus clientes y transacciones de compra en el sistema Paysera TPV. También
se pueden recibir datos de pago parciales de proveedores de servicios que procesan transacciones de
tarjetas de pago (por ejemplo, tipo de tarjeta, los Ultimos cuatro digitos del nimero de tarjeta, nimero
de transaccién).

Destinatarios de datos: El cliente empresarial, como Responsable del tratamiento, tiene acceso a los
datos que ha ingresado. Paysera y sus proveedores de servicios autorizados (por ejemplo, proveedores
de servicios de infraestructura de Tl o centros de datos) procesan estos datos solo en la medida
necesaria para proporcionar y mejorar el servicio o segln lo requiera la ley. La informacién se
proporciona a las autoridades estatales solo en los casos prescritos por la legislacién.

PROPOSITO: Recopilar pagos a través de terminales de autoservicio de Paysera y proporcionar
informes a los clientes, con el fin de garantizar un proceso de pago eficiente y seguro y la entrega
de la informacién necesaria.

33.

34.

35.

36.

37.

Para este fin, dependiendo de la ubicacién de cobro de pagos, se pueden recopilar los siguientes datos:
nombre, apellido, fecha de nacimiento, nimero de identificacidn personal, direccién de correo
electrénico, cédigo de paciente emitido por una institucién sanitaria, programa de estudios y afio de
estudio del estudiante, tipo de tarjeta de pago, los Ultimos cuatro digitos del nimero de tarjeta, nimero
de transaccidn, asi como cualquier otro dato proporcionado por el individuo al realizar un pago.

Los datos se recopilan y procesan sobre la base de la ejecucién del contrato (Articulo 6(1)(b) del RGPD)
u obligaciones legales establecidas en la legislacién (Articulo 6(1)(c) del RGPD), y Paysera actlia como el
Encargado del tratamiento al permitir la entrada y almacenamiento de los datos y garantizar la
funcionalidad técnica del servicio.

Periodo de conservacién de datos: este es determinado por el Responsable del tratamiento, quien debe
cumplir con los requisitos legales relativos a la conservacion de registros contables y otros. Paysera
almacena solo los datos tras la terminacién de la relacién comercial, Paysera conserva los datos del
terminal de autoservicio por no mas de 3 (tres) afios después del final de la relacién.

Proveedores de datos: los proveedores principales son los propios individuos, quienes envian los datos
requeridos al utilizar los terminales de autoservicio de Paysera. Basdandose en estos datos, los
individuos son identificados en las bases de datos de la entidad que cobra los pagos (la organizacién
para la cual se utiliza el terminal especifico para cobrar pagos). También se recibe informacién parcial
sobre transacciones con tarjeta de proveedores de servicios de procesamiento de pagos.

Destinatarios de datos: dependiendo de la informacién requerida para el cobro de pagos, estos datos
pueden transferirse al Cliente especifico de Paysera que cobra pagos a través de los terminales - como
una institucién sanitaria, concesionario de automdviles, institucién educativa u otra entidad empresarial
o publica que utilice un terminal de autoservicio particular de Paysera y tenga una base legal para
recibir informacién de transacciones de pago. Los datos también pueden proporcionarse a las
autoridades estatales pertinentes cuando lo requiera la ley o cuando sea necesario para proteger
intereses legitimos.

PROPOSITO: Apoyar y administrar relaciones con los clientes, informar a los clientes sobre
servicios existentes y nuevos, proporcionar servicios, prevenir disputas y recopilar pruebas
(grabacion de conversaciones telefénicas), correspondencia de relaciones comerciales con el
Cliente.

38.

Los datos personales se procesan para este fin con el objeto de: mantener la relacién comercial y



39.

40.

4]1.

42.

43.

comunicaciéon con el Cliente; proporcionar servicios al cliente; proteger los intereses del Cliente y/o
Paysera; prevenir disputas, proporcionar pruebas de comunicacién comercial con el Cliente
(grabaciones de conversaciones, correspondencia); realizar evaluaciones de calidad y garantizar la
calidad de los servicios proporcionados por Paysera; cuando sea necesario para la ejecucion del
acuerdo, para tomar medidas a peticién del Cliente, o en la implementacién de una obligacién legal;
informar al Cliente sobre los servicios proporcionados por Paysera, sus precios, caracteristicas
especificas, cambios en los contratos celebrados con el Cliente, etc.; enviar notificaciones sistémicas y
de otro tipo de Paysera relacionadas con los servicios proporcionados.

Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, direccién, fecha de
nacimiento, direccién de correo electrénico, nimero de teléfono, direccién IP, datos de ubicacién del
Cliente, estados de cuenta actuales, grabaciones de conversaciones telefénicas, correspondencia con el
Cliente y cualquier otro dato necesario para el propdsito.

Periodo de conservacién de datos: no mas de 10 (diez) afos a partir de la fecha de la conversacién,
teniendo en cuenta el periodo de prescripcién ordinario de la demanda. Paysera se reserva el derecho
de eliminar dichos datos en cualquier momento. Dicho periodo de conservacién de datos es requerido
bajo las leyes de prevencién del blanqueo de capitales y financiacién del terrorismo.

Proveedores de datos: el titular de los datos directamente, proveedores de servicios de comunicaciones
electrénicas.

Destinatarios de datos: autoridades supervisoras, empresas que procesan archivos consolidados de
deudores, abogados, alguaciles, tribunales, instituciones de investigacién previa al juicio, agencias de
cobro y recuperacién de deudas, otras entidades que tengan un interés legitimo, otras entidades bajo
un acuerdo con Paysera.

El Titular de los datos confirma que comprende que dichas notificaciones de informacién son necesarias
para la ejecucién del Acuerdo General de Servicios de Pago y/o sus anexos celebrados con el Cliente, y
no constituyen mensajes de marketing directo.

PROPOSITO: Garantizar la identificacién del usuario de Paysera y la ejecuciéon segura, licita y
adecuada de la transaccion iniciada por él en el cajero automatico.

44,

45.

46.

47.

Para este fin, se recopilan los siguientes datos: un cddigo escaneable generado temporalmente que esté
vinculado a la aplicacién Paysera y tiene un periodo de validez limitado; el tipo de transaccién
(ingreso/retirada de efectivo); la fecha y hora; el monto de ingreso/retirada de efectivo; informacién de
identificacién del cajero automatico (nUmero Unico de ATM, direccién u otros marcadores de ubicacién);
el nimero Unico del usuario (vinculado a la cuenta de Paysera); y una confirmacién de retrollamada
indicando que el usuario ha sido autenticado con éxito. Adicionalmente, se recopila material de
videovigilancia (fotos y grabaciones de video).

Los datos se recopilan y procesan sobre la base de la ejecucién del contrato (Articulo 6(1)(b) del RGPD)
entre el proveedor de servicios de cajeros autométicos y el usuario, asi como sobre la base de una
obligacion legal (Articulo 6(1)(c) del RGPD) para cumplir con los requisitos bajo la legislacién de pagos,
dinero electrénico, prevencién del blanqueo de capitales y otra legislacién aplicable, y sobre la base de
un interés legitimo (Articulo 6(1)(f) del RGPD) para garantizar la seguridad del pago y prevenir el fraude.
Periodo de conservacién de datos: el cédigo escaneable generado es valido solo por un periodo corto
(hasta 5 minutos), y el nUmero de identificacién del Cliente generado es valido solo por la duracién de la
transaccién. Los datos clave de la transaccién (fecha, ubicacién, monto de ingreso/retirada, etc.) se
almacenan en el cajero automatico durante 2 anos. El operador del cajero automatico conserva estos
datos durante 5 (cinco) afios a partir de la fecha de la transaccién. Las grabaciones de videovigilancia
se conservan hasta 5 (cinco) meses, a menos que exista la necesidad de almacenarlas por un periodo
mas largo, por ejemplo, en el curso de una investigacién de las fuerzas del orden o disputa (en cuyo
caso el material puede conservarse hasta que finalice la necesidad).

El Cliente se identifica utilizando un cédigo escaneable generado por la aplicacién Paysera, que el
usuario presenta al cajero automatico. Se pueden obtener datos adicionales del Cliente de una cadmara



48.

de videovigilancia, si estd instalada.

Destinatarios de datos: las grabaciones de video u otros datos pueden, cuando sea necesario, ser
proporcionados a las autoridades de cumplimiento de la ley durante investigaciones, o a otras
autoridades estatales si asi lo requiere la ley.

PROPOSITO: Evaluacién de solvencia, gestién del riesgo crediticio y toma de decisiones
automatizada.

49,

50.

51.

52.

53.

54.

Los datos personales para este fin se procesan para evaluar la solvencia de los clientes, gestionar el
riesgo crediticio y cumplir con los requisitos relacionados con la gestién del riesgo operativo y la
adecuacién de capital, para que Paysera pueda ofrecer/proporcionar financiacién.

Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, direccién, fecha de
nacimiento, direccién de correo electrénico, nimero de teléfono, nimero de cuenta de pago, direccién
IP, estados de cuenta de pago, saldo del Cliente en la cuenta, obligaciones financieras, historial de
crédito y pagos, ingresos, educacion, lugar de trabajo, puesto de trabajo actual, experiencia laboral,
activos disponibles y datos sobre parientes, calificacién crediticia, deudas anteriores y otra informacion.
Periodo de conservacién de datos: 1 (un) afio después de la terminacién de la relacién comercial con el
Cliente, cuando la fecha de finalizacién no sea anterior a la fecha de cumplimiento total de las
obligaciones por ambas partes entre si. En caso de denegacién de concesién de crédito, el momento de
informar al Cliente sobre la denegacién de concesidén de crédito se considerard el momento de
terminacién de la relacién con el Cliente.

Proveedores de datos: el Titular de los datos directamente, instituciones de crédito y otras instituciones
financieras y sus sucursales, agencias de cumplimiento de la ley, otros registros e instituciones
estatales, empresas que procesan archivos consolidados de deudores (por ejemplo, en Lituania, UAB
"Creditinfo Lithuania", UAB "Okredo"), personas individuales que proporcionan datos sobre cényuges,
hijos y otras personas relacionadas por parentesco o afinidad, codeudores, garantes, proveedores de
garantias, etc., personas juridicas cuando el Cliente es un representante, empleado, contratista,
accionista, participante, propietario, etc. de estas personas juridicas, y socios u otras personas juridicas
contratadas por Paysera para proporcionarle servicios.

Destinatarios de datos: instituciones de crédito, financieras, de pago y/o de dinero electrénico o
proveedores de servicios que asisten en la evaluacién de la solvencia, y empresas que procesan
archivos consolidados de deudores.

Para celebrar u ofrecer celebrar un acuerdo de financiacién con usted y proporcionarle servicios,
Paysera, en ciertos casos, aplicara la toma de decisiones basada en el procesamiento automatizado de
sus datos personales. En este caso, el sistema verifica su solvencia con un algoritmo establecido y
evalla si se puede proporcionar el servicio. Si la decisién automatizada es negativa, puede ser
cambiada si el Cliente proporciona mas datos. Paysera toma todas las medidas necesarias para
proteger sus derechos, libertades e intereses legitimos. Usted tiene derecho a exigir intervencién
humana, expresar su opinidén e impugnar una decisién automatizada. Tiene derecho a oponerse a una
decisién automatizada contactando directamente con Paysera.

PROPOSITO: Prestacidn de servicios a través de terceros.

55.

56.

57.

58.

Los datos personales para este fin se procesan con el objeto de garantizar la gama mas amplia posible
de servicios recibidos por los clientes de Paysera, siendo ciertos servicios proporcionados por terceros.
Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, nacionalidad,
numero de identificacién personal, direccién, informacién de contacto.

El Cliente es informado claramente sobre cualquier procesamiento de datos con el propésito de
proporcionar servicios a través de terceros, y los datos se procesan solo con el consentimiento expreso
del Cliente.

Periodo de conservacién de datos: 1 (un) afo.



59.
60.

Proveedores de datos: el titular de los datos directamente, Paysera, terceros que proporcionan servicios.
Destinatarios de datos: terceros que proporcionan servicios, Paysera, Titular de los datos.

PROPOSITO: Proteccién y salvaguardia de los intereses de Paysera y del Cliente (monitoreo por
videovigilancia en las instalaciones de Paysera y grabacién de audio en el centro de atencion al
cliente).

61.

62.

63.

64.

65.

66.

Los datos personales se procesan para este fin sobre la base de intereses legitimos bajo el Articulo 6(1)
(f) del RGPD. Estos intereses incluyen garantizar la seguridad (proteger la salud, vida y propiedad de
empleados, Clientes y otros visitantes de actos ilicitos como robo, vandalismo o agresiones fisicas),
proteger derechos e intereses legitimos (recopilar pruebas objetivas para investigar incidentes,
accidentes o situaciones disputadas), y garantizar la precisién y transparencia de los servicios. Las
grabaciones de audio ayudan a capturar con precisién su solicitud verbal con respecto a una
transaccién financiera y garantizar que se ejecute correctamente, evitando asi errores que podrian
causar pérdidas a usted o a la Compaiiia. También ayudan a resolver objetivamente disputas con
respecto al contenido, monto u otros términos de una transaccién, y a garantizar el cumplimiento de los
requisitos legales. Las grabaciones de audio y video nos ayudan a verificar y demostrar que los
empleados han seguido adecuadamente los procedimientos de prevencién del blanqueo de capitales y
financiacién del terrorismo, incluyendo los requisitos de KYC, el interrogatorio obligatorio y la grabacién
de respuestas durante la identificacién, asi como ayudar en la investigacién de incidentes y errores
(ayudando a determinar las causas si ocurre un incidente, tiene lugar un error operativo o se identifica
una discrepancia de efectivo).

Para este fin, se pueden procesar los siguientes datos personales: grabaciones de video en las
instalaciones gestionadas por Paysera, datos de grabacién de video y audio en el centro de atencién al
cliente.

La videovigilancia y grabacién se realizan en gran parte de las instalaciones de Paysera, incluyendo
areas comunes accesibles a todos los visitantes, el area de servicio al cliente y habitaciones con acceso
restringido (por ejemplo, espacios de oficina, cocinas), con el fin de garantizar el orden interno y la
seguridad de la propiedad. La grabacién de audio se realiza solo en el centro de servicio al cliente, en el
mostrador de servicio, donde tienen lugar las transacciones financieras y la identificacién del Cliente.
No se graba sonido en otras areas de las instalaciones. Antes de ingresar a las instalaciones de Paysera
donde se realiza videovigilancia, se le informa sobre la vigilancia mediante marcas especiales.

Las grabaciones de video y audio se conservan hasta 1 (un) afio desde la fecha de grabacién. Este
periodo de conservacién es necesario para garantizar la capacidad de detectar e investigar incidentes
dentro de un plazo razonable, resolver posibles disputas (que pueden extenderse hasta un afio o més),
y cumplir con las solicitudes de datos de las fuerzas del orden. Después de este periodo, los datos se
eliminan, a menos que sean requeridos para una investigacién en curso, resolucién de disputas u otros
casos prescritos por la ley - en cuyo caso se conservan durante el tiempo necesario para lograr estos
propdsitos.

Proveedores de datos: el titular de los datos directamente que visita las instalaciones de Paysera donde
se realiza videovigilancia y es captado por la cdmara de vigilancia.

Destinatarios de datos: las grabaciones de video y audio se tratan como confidenciales. El acceso a
ellas estd estrictamente limitado y se otorga solo a empleados que lo requieren para realizar sus
funciones laborales (principio de "necesidad de saber"), y Unicamente para los fines descritos
anteriormente. Las grabaciones también pueden ser proporcionadas a tribunales, autoridades de
investigacién previa al juicio y abogados. La revisién interna de las grabaciones se realiza solo cuando
existe una necesidad clara - por ejemplo, al investigar un incidente, resolver una disputa, verificar
discrepancias de efectivo o llevar a cabo auditorias peridédicas seleccionadas al azar (muy limitadas en
alcance, por ejemplo, unas pocas grabaciones de clientes atendidos por un empleado al mes) - para
garantizar el cumplimiento con la prevencién del blanqueo de capitales, KYC y otros procedimientos
esenciales, asi como para monitorear la calidad del servicio.



PROPOSITO: Marketing directo.

67.

68.

69.

70.

71.
72.

Para este fin, los datos personales se procesan con el objeto de proporcionar a los clientes ofertas sobre
los servicios proporcionados por Paysera y conocer las opiniones de los clientes sobre los servicios
mencionados.

Para este fin, se pueden procesar los siguientes datos personales: nombre, apellido, direccién de correo
electrénico y nimero de teléfono.

Para este fin, Paysera envia boletines informativos y mensajes de marketing directo después de obtener
el consentimiento del Cliente. Paysera puede utilizar un proveedor de servicios de boletines asegurando
que dicho proveedor cumpla con los requisitos de proteccién de datos personales establecidos en el
Acuerdo de Corresponsabilidad. El Cliente puede revocar su consentimiento al recibir boletines o
mensajes de marketing directo haciendo clic en el enlace Revocar su consentimiento, asi como
informando a Paysera en cualquier momento sobre su negativa a procesar datos personales para fines
de marketing directo por correo electrénico apoyo@paysera.es.

Periodo de conservacién de datos: hasta la terminacién de la relacién comercial con el Cliente o hasta el
dia en que el Cliente se oponga al procesamiento de datos para este fin.

Proveedores de datos: el Titular de los datos directamente.

Destinatarios de datos: Los datos para este fin pueden transmitirse a sistemas de blsqueda o redes
sociales (la posibilidad de oponerse al procesamiento de datos estd garantizada por los sitios web de
estos sistemas), proveedores de servicios de boletines.

PROPOSITO: Anadlisis estadistico, mejora del servicio.

73.

74.

Sus datos personales recopilados y anonimizados para los propdsitos mencionados pueden ser
procesados de acuerdo con el Articulo 6.1(f) del RGPD para el propdsito de andlisis estadistico y para
mejorar medidas técnicas y organizativas, infraestructura de tecnologia de la informacién, garantizar la
adaptacién del servicio proporcionado a los dispositivos utilizados, crear nuevos servicios de Paysera,
aumentar la satisfaccién con los servicios existentes, probar y mejorar medidas técnicas e
infraestructura de TI. Para este fin, los datos personales se procesaran de tal manera que, al incluirlos
en el alcance del andlisis estadistico, no sea posible identificar a los Titulares de los datos afectados. La
recopilacién de sus datos personales para el propdsito de andlisis estadistico se basa en el interés
legitimo de analizar, mejorar y desarrollar la actividad realizada.

Usted tiene derecho a no estar de acuerdo y oponerse al procesamiento de sus datos personales para
dicho fin en cualquier momento y en cualquier forma informando a Paysera al respecto. Sin embargo,
Paysera puede continuar procesando los datos para fines estadisticos si demuestra que los datos se
procesan por razones legitimas imperiosas mas alld de los intereses, derechos y libertades del Titular de
los datos o para el establecimiento, ejercicio o defensa de reclamaciones legales.

PROPOSITO: Prevencion del uso indebido del servicio y delitos penales, y garantia de la entrega
adecuada de servicios.

75.

76.

Los datos recopilados para todos los fines anteriores pueden utilizarse para prevenir el acceso y uso no
autorizado, es decir, para garantizar la privacidad y seguridad de la informacién.

Para el procesamiento de datos personales, Paysera puede contratar Encargados del tratamiento y/o, a
su propia discrecién, contratar a otras personas para realizar ciertas funciones auxiliares en nombre de
Paysera (por ejemplo, centros de datos, alojamiento, alojamiento en la nube, administracién de
sistemas, desarrollo de sistemas, desarrollo de software, provisién, servicios de soporte como mejora y
desarrollo; servicios de centros de atencién al cliente; marketing, comunicacién, consultoria, dotacién
de personal temporal o servicios similares). En tales casos, Paysera tomara las medidas necesarias para
garantizar que dichos Encargados del tratamiento procesen los datos personales de acuerdo con las
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instrucciones de Paysera y las leyes aplicables, y exigird el cumplimiento de las medidas de seguridad
de datos personales adecuadas. Paysera también garantizard que dichas personas estén sujetas a
obligaciones de confidencialidad y no puedan utilizar dicha informacién para ningln otro propésito que
no sea el desempefio de sus funciones.

77. Los datos personales recopilados para los fines especificados en esta Politica de Privacidad no se
procesaradn de ninguna manera incompatible con estos fines legitimos o requisitos legales.

78. Los datos mencionados anteriormente se proporcionardn y recibirdn a través de una herramienta de
software utilizada por Paysera o su agente autorizado, también por otros medios y terceras personas
con quienes Paysera ha celebrado acuerdos de procesamiento de datos personales de acuerdo con las
leyes y regulaciones.

Area geogrifica de procesamiento

79. Generalmente, los datos personales se procesan dentro de la Unién Europea/Espacio Econdmico
Europeo (UE/EEE). Sin embargo, para proporcionarle servicios, garantizar la continuidad de nuestras
operaciones de red y contratar socios especializados en todo el mundo, sus datos pueden, en ciertos
casos, ser transferidos a y procesados fuera de la UE/EEE (en adelante denominados "Terceros Paises").
Las transferencias de datos a Terceros Paises que no se benefician de una decisién de adecuacién de la
Comisién Europea se llevan a cabo de acuerdo con el Acuerdo de Gobernanza de Datos de la Red. Este
acuerdo garantiza la aplicacién automatica de las Clausulas Contractuales Tipo (CCT) aprobadas por la
Comisién Europea a todas las transferencias de datos entre miembros de la red, garantizando que sus
datos estén protegidos en cumplimiento con los requisitos del RGPD, independientemente de la
ubicacién del socio.

80. Sus datos personales pueden transferirse a las siguientes categorias de destinatarios en Terceros
Paises:

80.1. Para socios de infraestructura y plataforma. Nuestros servicios se proporcionan utilizando la
infraestructura de Tl compartida de la red Paysera, que es gestionada y mantenida por nuestro socio
estratégico. Aunque este socio opera a través de una sociedad holding registrada en la Unién Europea,
su lugar principal de registro son las Islas Caiman. Tenga en cuenta que el acceso técnico y los datos
administrativos necesarios para garantizar la operacién, seqguridad y mantenimiento de la plataforma no
son accesibles desde esta jurisdiccién, y todos los datos se almacenan dentro del territorio de la UE /
EEE. Las transferencias de datos a Terceros Paises que no tienen una decisiéon de adecuacién de la
Comisién Europea se llevan a cabo de acuerdo con un Acuerdo de Actividad Conjunta, que prevé la
aplicacién automatica de las Clausulas Contractuales Tipo (CCT) aprobadas por la Comisién Europea a
todas las transferencias de datos entre socios de la red. Esto garantiza que sus datos estén protegidos
de acuerdo con los requisitos del RGPD, independientemente de la ubicacién del socio.

80.2. Socios de la red Paysera. Operamos como parte de una red corporativa internacional. Cuando
utiliza servicios que involucran a nuestros socios, o sus transacciones estan relacionadas con ellos, sus
datos pueden transferirse a estos socios, que operan en Terceros Paises como la Republica de Albania,
la Replblica de Kosovo, Georgia y otros.

80.3. Proveedores de servicios externos y especialistas. Para garantizar un soporte al Cliente
ininterrumpido, 24/7 y de alta calidad, el cumplimiento con los procedimientos de KYC y otras funciones,
contratamos socios y especialistas de confianza que operan en Terceros Paises como Marruecos,
Filipinas, India y otros. A estos proveedores de servicios se les otorga acceso seguro a sus datos
Unicamente con el fin de realizar las funciones asignadas a ellos (por ejemplo, verificar documentos que
ha enviado o responder a sus consultas).



81.

82.

80.4. Pagos internacionales iniciados por usted. Cuando usted personalmente inicia una transferencia
de pago a un destinatario ubicado en un Tercer Pais, estamos obligados a transmitir sus datos
personales y de pago a la institucién financiera (banco corresponsal) en ese pais para ejecutar su
instruccién.

Dado que los Terceros Paises mencionados no estan obligados a aplicar la protecciéon de datos a nivel de
la UE, se aplican una o més de las siguientes salvaguardias prescritas por el RGPD a cada transferencia
de datos:

81.1. Cldusulas Contractuales Tipo (CCT). Para todas las transferencias de datos relacionadas con el
sistema dentro de la infraestructura de Paysera, hemos celebrado Clausulas Contractuales Tipo (CCT)
con los destinatarios de datos para la transferencia de datos personales a Terceros Paises, segun lo
aprobado por la Comisién Europea. Estos acuerdos obligan legalmente a los destinatarios de datos a
procesar sus datos de acuerdo con los estdndares de proteccién de datos de la UE.

81.2. Se implementan medidas técnicas y organizativas adicionales, por ejemplo: cifrado de extremo a
extremo, seudonimizacién donde sea posible para reducir la cantidad de informacién directamente
identificable, controles de acceso estrictos para garantizar que solo aquellos que necesitan acceso
puedan llegar a los datos, y obligaciones contractuales para que el destinatario de los datos nos informe
prontamente de cualquier solicitud de autoridades para divulgar datos y para impugnar legalmente
dichas solicitudes donde sea posible.

Para pagos internacionales iniciados por usted (punto 80.4), la transferencia de datos se basa en la
excepcidn bajo el Articulo 49 del RGPD, ya que la transferencia es necesaria para la ejecucién del
acuerdo entre usted y nosotros (es decir, para llevar a cabo la transferencia de pago que ha instruido).

Elaboracion de perfiles y toma de decisiones automatizada

83.

84.

Para proporcionarle servicios rapidos, seguros y modernos y para cumplir con nuestras obligaciones
legales, utilizamos tecnologias avanzadas, incluyendo sistemas automatizados y soluciones de
inteligencia artificial (1A). Estas tecnologias nos ayudan a procesar sus datos personales
automaticamente para evaluar ciertas caracteristicas personales (elaboracién de perfiles) y, en algunos
casos, para tomar decisiones sin intervencién humana directa (toma de decisiones automatizada).
Elaboracién de perfiles y toma de decisiones automatizada para el propésito de evaluacién de solvencia
y gestién del riesgo crediticio:

84.1. Al celebrar, o tener la intencién de celebrar, un acuerdo de crédito al consumo u otro acuerdo de
financiacién con usted, estamos legalmente obligados a evaluar responsablemente su solvencia y
gestionar el riesgo asociado. Para este fin, podemos contratar a terceros (por ejemplo, UAB "Scorify")
para utilizar un sistema de toma de decisiones automatizada.

84.2. El sistema, basado en algoritmos y modelos de IA, puede recopilar y analizar automaticamente
sus datos personales (se puede encontrar informacién detallada sobre las categorias de datos y fuentes
en la seccidén de esta Politica de Privacidad titulada Evaluacién de solvencia, gestion del riesgo crediticio
y toma de decisiones automatizada (puntos 49-54)). El sistema evalla una variedad de factores, tales
como:

84.2.1. La relacién de sus ingresos con sus obligaciones financieras;
84.2.2. La fiabilidad de su historial crediticio (disciplina de pago, presencia de deudas vencidas);

84.2.3. Otros factores directamente relacionados con su capacidad para cumplir con sus obligaciones
financieras.



85.

86.

87.

88.

84.3. Basado en este andlisis, el sistema toma automaticamente una de las siguientes decisiones, que
pueden crear obligaciones legales y financieras para usted:

84.3.1. Aprobar su solicitud y ofrecer financiacién;

84.3.2. Ofrecerle términos de financiacién alternativos (por ejemplo, un monto menor o un calendario
de reembolso diferente);

84.3.3. Rechazar su solicitud.

84.4. Este proceso completamente automatizado nos permite tomar decisiones rapidamente,
objetivamente y de manera continua, basdndonos en criterios de evaluacién de riesgo crediticio
preestablecidos y aplicados consistentemente. Dado que esta decisidn se toma automéaticamente, se le
otorgan derechos especiales y salvaguardias bajo el RGPD:

84.4.1. Usted tiene derecho a contactarnos por correo electrénico apoyo@paysera.es para solicitar
informacién sobre los datos utilizados por el sistema para tomar la decisién;

84.4.2. Puede enviar una nueva solicitud después de 14 dias. Este periodo es necesario para permitir
que sus datos financieros se actualicen. Cuando se envia una nueva solicitud, serd evaluada basandose
en la informacién mas reciente.

Elaboraciéon de perfiles para el propésito de prevencién del blanqueo de capitales y financiacién del
terrorismo:

85.1. Estamos legalmente obligados a llevar a cabo un monitoreo continuo y periédico de usted y sus
transacciones para prevenir el blanqueo de capitales, la financiacién del terrorismo, el fraude y otras
actividades delictivas.

85.2. Para este fin, podemos utilizar sistemas de monitoreo automatizados, incluyendo IA, que analizan
sus datos de transacciones, patrones de comportamiento y otra informacién en tiempo real. El sistema
identifica actividad inusual, sospechosa o no conforme (por ejemplo, transacciones inusualmente
grandes, tratos con jurisdicciones de alto riesgo, cambios repentinos en su comportamiento).

85.3. Si el sistema identifica actividad potencialmente sospechosa, esto no desencadena una decisién
automatica que tenga consecuencias legales directas para usted. En su lugar, el sistema genera una
alerta, que siempre es revisada e investigada mas a fondo por nuestros especialistas. Solo después del
andlisis humano se pueden tomar decisiones, como suspender una transaccidn, solicitar informacién
adicional de usted o notificar a las autoridades de cumplimiento de la ley.

Elaboracién de perfiles para el propdsito de personalizacién del servicio, marketing y analisis
estadistico:

86.1. Con el fin de mejorar su experiencia, proporcionarle ofertas mas relevantes y mejorar nuestros
servicios, podemos llevar a cabo la elaboracién de perfiles.

86.2. Basado en su consentimiento, podemos analizar su uso de nuestros servicios y comportamiento
para agruparlo en segmentos de Clientes especificos. Esto nos permite enviarle mensajes de marketing
personalizados y ofertas que creemos pueden ser relevantes para usted. También podemos utilizar
plataformas de terceros para este fin (por ejemplo, Google, Meta, OpenAl).

Basado en nuestro interés legitimo en desarrollar y mejorar nuestro negocio, podemos analizar datos
anonimizados o agregados sobre cdmo los clientes utilizan nuestros servicios. Esto nos ayuda a
comprender tendencias, identificar 4&reas de mejora y desarrollar nuevos servicios.

Usted tiene derecho a oponerse en cualquier momento, sin dar una razén, al procesamiento de sus
datos para fines de marketing directo (incluyendo la elaboracién de perfiles). También tiene derecho a
oponerse al procesamiento de sus datos para andlisis estadistico. Puede ejercer estos derechos
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cambiando la configuracién en su cuenta, haciendo clic en el enlace de exclusién en los mensajes de
marketing o contactdndonos directamente.

Procesamiento de datos personales de menores

89.

Un menor de 14 (catorce) afos de edad, que busque utilizar los servicios de pago de Paysera, debera
proporcionar el consentimiento por escrito de su representante (padre, madre o tutor legal) con
respecto al procesamiento de sus datos personales.

Politica de cookies

90.

91

92.

Paysera puede utilizar cookies en este sitio web. Las cookies son pequefos archivos enviados al
navegador de Internet de una persona y almacenados en su dispositivo. Las cookies se transfieren a
una computadora personal al visitar el sitio web por primera vez.

Generalmente, Paysera utiliza solo las cookies necesarias en el dispositivo de la persona para
identificacién, mejora de la funcionalidad y uso del sitio web, y facilitar el acceso de una persona al sitio
web y la informacién que contiene. Paysera puede utilizar otras cookies al recibir el consentimiento del
cliente. Encontrard una breve descripcién de los diferentes tipos de cookies aqui:

91.1. Cookies estrictamente necesarias. Estas cookies son necesarias para que usted pueda utilizar
diferentes funciones en el sitio web de Paysera. Son esenciales para que el sitio web funcione y no se
pueden desactivar. Se almacenan en su computadora, teléfono moévil o tableta mientras esta utilizando
el sitio web y solo son validas por un periodo de tiempo limitado. Por lo general, se configuran en
respuesta a acciones realizadas por usted mientras navega, como cambiar su configuracién de
privacidad, iniciar sesién y completar varios formularios.

91.2. Cookies de estadisticas. Estas cookies se utilizan para recopilar e informar sobre informacién
anénima con el fin de averiguar cdémo nuestros visitantes utilizan el sitio web. Se utiliza un nUmero IN
registrado para recopilar datos estadisticos sobre cdémo los usuarios navegan por el sitio web.

91.3. Cookies analiticas. Estas cookies se utilizan para monitorear el nUmero y trafico de usuarios del
sitio web. Las cookies analiticas nos ayudan a averiguar qué sitios web son los mas visitados y cémo los
visitantes los utilizan para mejorar la calidad de nuestros servicios. Si no consiente el uso de estas
cookies, no incluiremos su visita en nuestras estadisticas.

91.4. Cookies de marketing. Estas cookies se utilizan para proporcionar informacién relevante sobre
nuestros servicios basada en sus habitos de navegacién para mejorar la seleccién de contenido y
ofrecer mas opciones mientras utiliza nuestro sitio web. Ademas, estas cookies pueden utilizarse en los
sitios web de nuestros socios externos para fines de informes. De esa manera, también recibiriamos
informacién sobre su historial de navegacién de los sitios web de nuestros socios oficiales donde
colocamos nuestros anuncios. Si no consiente el uso de estas cookies, solo vera publicidad no
personalizada.

La mayoria de los navegadores web aceptan cookies, pero la persona puede cambiar la configuracién
del navegador para que no se acepten cookies. Cabe sefialar que, a diferencia de otros tipos de cookies,
rechazar las cookies necesarias puede afectar la funcionalidad del sitio web, y algunas funciones
pueden no funcionar correctamente. Al visitar por primera vez el sitio web de Paysera, verd un mensaje
emergente con una lista de tipos especificos de cookies que puede elegir aceptar o rechazar. Si decide
aceptar las cookies necesarias y los otros tipos de cookies, puede cambiar su seleccién y revocar su
consentimiento haciendo clic en Configuracién de Cookies en la parte inferior de la pagina.



El derecho de acceso, rectificacion, supresion de sus datos personales y a
restringir el procesamiento de datos

93. Usted tiene los siguientes derechos:
93.1. El derecho de acceso a los datos. Para obtener informacién sobre si Paysera procesa o no sus
datos personales y, en caso afirmativo, acceso a los datos personales procesados por Paysera y para
recibir informacién sobre qué datos personales y de qué fuentes se recopilan, los fines del
procesamiento, los destinatarios a quienes se han proporcionado o pueden proporcionarse los datos
personales; para obtener de Paysera una copia de los datos personales objeto de tratamiento de
acuerdo con la ley aplicable. Tras la recepcién de su solicitud por escrito, Paysera, dentro del plazo
establecido en la legislacién, proporcionara los datos solicitados por escrito, o especificard el motivo de
la negativa. Una vez en un afo calendario, los datos pueden proporcionarse de forma gratuita, pero en
otros casos, se puede establecer una remuneracién a un nivel que no exceda el costo de la provisién de
datos. Puede encontrar mas informacién sobre el derecho de acceso a los datos y su procesamiento
aqui.

93.2. El derecho de rectificacién. Si sus datos procesados por Paysera son incorrectos, incompletos o
inexactos, puede dirigirse a Paysera por escrito para la rectificacién de los datos incorrectos o inexactos
0 para completar los datos personales incompletos proporcionando una solicitud pertinente.

93.3. El derecho al olvido. Para solicitar la terminacién del procesamiento de datos (eliminar los datos),
cuando el Titular de los datos retira el consentimiento en el que se basa el procesamiento, o los datos
personales ya no son necesarios en relacién con los fines para los cuales fueron recopilados, o los datos
personales han sido procesados ilicitamente, o los datos personales deben eliminarse para el
cumplimiento de una obligacién legal. Una notificacidn por escrito de objecidn al procesamiento de
datos personales debera presentarse a Paysera personalmente, por correo o a través de medios
electrénicos de comunicacién. Si su objecién tiene fundamentos legales, Paysera, después de examinar
la solicitud, terminara cualquier accién de procesamiento de sus datos personales, con la excepcién de
los casos previstos por la ley. Cabe seflalar que el derecho a exigir la eliminacién inmediata de sus datos
personales puede estar limitado debido a la obligacién de Paysera como proveedor de servicios de pago
de almacenar datos sobre la identificacidn de los clientes, transacciones de pago, acuerdos celebrados,
etc. durante el periodo establecido en la legislacién.

93.4. El derecho a restringir el procesamiento de datos. Para solicitar restringir el procesamiento de
datos personales, cuando la exactitud de los datos personales sea impugnada por el Titular de los
datos, durante un periodo que permita al Responsable del tratamiento verificar la exactitud de los datos
personales; el procesamiento sea ilicito y el Titular de los datos se oponga a la eliminacién de los datos
personales y solicite la restriccién de su uso en su lugar; el Responsable del tratamiento ya no necesite
los datos personales para los fines del procesamiento, pero sean requeridos por el Titular de los datos
para el establecimiento, ejercicio o defensa de reclamaciones legales. Un Titular de los datos que haya
obtenido la restriccién del procesamiento serd informado por el Responsable del tratamiento antes de
que se levante la restriccién del procesamiento.

93.5. El derecho de oposiciéon. El derecho a oponerse al procesamiento de sus datos personales para
fines de marketing directo.

93.6. El derecho a presentar una queja. Para dirigirse a la autoridad supervisora con una reclamacién
con respecto al procesamiento de sus datos personales, si usted cree que los datos personales se
procesan en violacidn de sus derechos e intereses legitimos estipulados por la legislacién aplicable.

93.7. El derecho a contactar al Responsable del tratamiento y/o al Delegado de Proteccién de Datos con
el fin de ejercer sus derechos.

93.8. Otros derechos establecidos por la ley.
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94.

Puede enviar su solicitud de acceso, rectificacién u objecién al procesamiento de datos por correo
electrénico a: dpo@paysera.com. La persona que envia la solicitud debe indicar claramente su nombre
completo y firmar la solicitud con una firma electrénica cualificada.

Sitios web de terceros

95.

Paysera no es responsable de proteger la privacidad del cliente en sitios web de terceros, incluso si el
Cliente accede a dichos sitios web a través de enlaces proporcionados en este sitio web. Paysera
recomienda conocer las politicas de privacidad de cada sitio web que no pertenezca a Paysera.

El uso de logotipos

96.

El cliente, al utilizar los servicios de Paysera para objetivos empresariales e intereses profesionales,
acepta que Paysera pueda utilizar su nombre y/o logotipo para fines de marketing directo (por ejemplo,
indicando que el Cliente estd utilizando los servicios proporcionados por Paysera).

Garantizar la Seguridad de la Informacidn

97.

Paysera tiene como objetivo garantizar el nivel mas alto de seguridad para toda la informacién obtenida
del Cliente y archivos de datos publicos. Para proteger esta informacién del acceso no autorizado, uso,
copia, eliminacién accidental o ilicita, alteracién o divulgacién, asi como de cualquier otra forma no
autorizada de procesamiento, Paysera utiliza medidas de seguridad legales, administrativas, técnicas y
fisicas adecuadas.

Disposiciones finales

98.

99.

100.

Se puede proporcionar informacién adicional sobre cémo Paysera procesa los datos personales en
contratos, otros documentos, el sitio web, la aplicacién mévil o canales de atencién al Cliente remotos
(por teléfono, correo electrénico, etc.).

Paysera tiene el derecho de enmendar y/o complementar unilateralmente esta Politica de Privacidad. La
informacién sobre los cambios en la Politica de Privacidad se anuncia publicdndola en el sitio web de
Paysera. En ciertos casos, Paysera también puede informar a los individuos sobre los cambios por
correo, correo electrénico, aplicacién mévil o de otra manera.

Estas disposiciones de la Politica de Privacidad estan sujetas a la ley de la Republica de Lituania. Todas
las disputas relacionadas con las disposiciones de la Politica de Privacidad se resolverdn mediante
negociacién y, en caso de no poder resolver un problema mediante negociacién, la disputa se llevara a
los tribunales de la Republica de Lituania.

* - UAB "Creditinfo Lithuania" (cédigo de empresa: 111689163, direccién: Lvivo st. 21A, LT-09309 Vilnius,
Lituania, www.creditinfo.lt, teléfono: (8 5) 2394131, y UAB "Okredo", cédigo de empresa: 304106783, direccién:
Liepy st. 54-1, Klaipéda, Lituania, que gestiona y proporciona su informacién a terceros (instituciones
financieras, agencias de telecomunicaciones, seguros, proveedores de servicios de electricidad y servicios
publicos, empresas comerciales, etc.). Recopilamos y proporcionamos su informacidn para intereses y objetivos
legitimos: para evaluar su solvencia y gestionar deudas. Los datos del historial crediticio generalmente se
almacenan durante 10 (diez) afios después del cumplimiento de las obligaciones).
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Al utilizar los servicios proporcionados Unicamente por "Paysera Bank of Georgia", JSC, los datos personales
recopilados a través de "Paysera Bank of Georgia", JSC se procesan de conformidad con esta Politica de
privacidad.
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